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This document is translated into English by ISMS Accreditation Center. 

The Japanese version shall be the authorized version. 

In the event of any question as to the English version, comply with the original 

(Japanese) version. 
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General 
 
This document specifies general requirements and guidance for a third-party body 

operating certification of Information Security Management Systems (ISMS) to be 

recognized as competent and reliable in the operation of ISMS certification. 

ISO/IEC 27006: 2015/Amd 1:2020 Information technology – Security techniques – 

Requirements for bodies providing audit and certification of information security 

management systems, shall be applied as they are to the relevant clauses in this 

criteria and guidance unless otherwise specified. 

Introduction 
 
“Introduction” in ISO/IEC 27006: 2015 shall be referred to and applied. 

 
1. Scope 

 
“1. Scope” in ISO/IEC 27006: 2015 shall be applied. 

 
2. Normative references 

“2. Normative references” in ISO/IEC 27006: 2015 shall be applied. 
 
3. Terms and definitions 

“3. Terms and definitions” in ISO/IEC 27006: 2015 shall be applied. 
 
4. Principles 

“4. Principles” in ISO/IEC 27006: 2015 shall be applied. 
 
5. General requirements 

“5. General requirements” in ISO/IEC 27006: 2015 shall be applied. 
 
6. Structural requirements 

“6. Structural requirements” in ISO/IEC 27006: 2015 shall be applied. 
 
7. Resource requirements 

“7. Resource requirements” in ISO/IEC 27006: 2015/Amd 1:2020  shall be applied. 

 
  The controls in clause through 7.1.2.1.3 b) 1) to 7.1.2.1.3 b) 14) shall be replaced by 
the controls of ISO/IEC 27002:2022. 
 
8. Information requirements 

“8. Information requirements” in ISO/IEC 27006: 2015/Amd 1:2020 shall be applied. 
 
9. Process requirements 

“9. Process requirements” in ISO/IEC 27006: 2015/Amd 1:2020 shall be applied. 
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10. Management system requirements for certification bodies 

“10. Management system requirements for certification bodies” in ISO/IEC 27006: 2015 

shall be applied. 

 

 
Annex A 

“Annex A” in ISO/IEC 27006: 2015 shall be applied. 
 
Annex B 

“Annex B” in ISO/IEC 27006: 2015 shall be applied. 
 
Annex C 

“Annex C” in ISO/IEC 27006: 2015 shall be applied. 
 
Annex D 

“Annex D” in ISO/IEC 27006: 2015 shall be applied. 
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